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Abstract — The emerging need for green technologies motivates 

the development of new approaches to manufacture electronic 

consumables. In case of low-cost mass-production sensors, the 

problem becomes even more severe due to the generation of 

environmental waste. Here we demonstrate an RFID-type sensor 

based on a caramel substrate with a micron-scale conductive layer. 

The device, being primarily made of sugar, attracts insects, which 

consume it almost completely. As an application, we demonstrate 

a tag that can be applied for remote pest monitoring. In the 

experiment, a long-range UHF RFID communication channel is 

established and monitored over time. An RFID-on-caramel tag 

consumed by insects loses its connection with a reader, indicating 

the presence of pests. We show the new caramel-based devices to 

communicate with a reader over a 10-meter distance, paving the 

way to remote crop monitoring. Such low-cost biodegradable 

sensors are highly promising for smart agriculture, warehouse 

management, and stock monitoring approaches. 

 

Index Terms — RFID, sensors, pest monitoring, MXenes. 

 

I. INTRODUCTION 

    Green agricultural methods suggest reducing pesticide use to 

a minimum and considering local treatment only when required. 

For those endeavors, monitoring pests and rodents is highly 

desirable. Agricultural fields, greenhouses, and warehouses are 

among the places that can benefit from an autonomous 

inspection. For example, hundreds of billions of USDs, or 

around 20% of the world’s food supply, are lost annually owing 

to pest and rodent activities [1]. Conventional chemical 

methods (pesticides) are not always suitable and profitable, 

which makes alternative monitoring and control measures an 

attractive alternative. Nowadays, pest control is carried out with 

a wide range of mechanical and biological techniques, 

including traps, or introducing natural enemies. New 

technological approaches are also introduced, including camera 

traps [2], [3], optical and acoustic sensors [4], [5], radar and 

lidar systems [6], [7], IoT-based systems [8], [9], and many 
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others [10]–[15]. In most cases, the cost of those systems 

becomes an issue, setting additional tight constraints on the 

technology. Here, we will explore the capabilities of radio 

frequency identification (RFID) methods, where a tag can cost 

only a few cents. 

RFID is a widely used technology for wireless identification 

of objects and contactless data readout, used in various practical 

applications, including logistics, retail, security, the Internet of 

Things, and many others [16]. This architecture is based on a 

passive low-cost tag and an active reader device that initiates 

the connection and processes data encoded on a modulated 

backscattered electromagnetic wave [17]. The design of a UHF 

(ultra-high frequency, ~920 MHz, depending on the licensing 

country) RFID tag is usually based on a metal dipole-like 

antenna on a thin flexible substrate to ensure fast convenient 

labeling. Although tags can be designed per application by 

tailoring the antenna properties. There are quite a few probable 

architectures, including patch antennas [18], PIFA antennas 

[19], slot antennas [20], and many others. Introducing new 

materials into RFID design enables new capabilities and 

significantly improves the existing performances. For example, 

MXenes, a family of two-dimensional (2D) transition metal 

carbides, carbonitrides and nitrides, are highly promising, as 

they allow manufacturing of lightweight RFID tags with 

micron-thin conductive layers [21]–[24]. Another example is 

high-index low-loss ceramic materials used for compact passive 

RFID tags with a long reading range [25], [26], omnidirectional 

response [27], [28], and improved hardware security [29]. 

Moreover, new dielectric materials could be used to integrate 

RFID technology and sensorics, e.g. [30], [31]. Smart RFID 

sensors are rapidly gaining attention in many different areas, 

including agriculture [32]. It is worth noting the increasing 

interest in the development of RFID devices with biodegradable 

materials to reduce the environmental footprint. Recently, 

bioresorbable substrates [33]–[35], biodegradable polymers 

[36], bioresorbable copper-based and zinc paints [37], [38], and 

edible and ingestible electronics[39]–[41] and other strategies 
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to bioenvironmental electronics have been considered.   

Here we propose and demonstrate a concept of edible passive 

RFID tags for wireless monitoring of pests. Our architecture is 

based on a thin conductive antenna layer on a caramel substrate. 

The conductive layer is created by metal sputtering or with 

MXene for demonstrating several options. To maintain a 

wireless communication channel with a standard reader device, 

a commercial RFID integrated circuit (IC) (or chip) is used. The 

device operates as a UHF RFID long-range tag prior to 

interaction with pests. When pests, attracted by the sugar 

contains of the tag, consume the caramel substrate, thus 

destroying the conductive layer, they spoil the tag performance. 

After a critical point, the tag become unreadable. An uneatable 

tag can be introduced as a control tag to make the detection 

more reliable – Figure 1.  

The manuscript is organized as follows: several tag designs 

and performance estimates are presented first, followed by 

manufacturing and testing. An outdoors experiment on the 

sensor operation is demonstrated before the Conclusion.  

 

II. RFID-ON-CARAMEL DESIGN  

A. RFID Tag Architecture 

RFID tag consists of a small-footprint (~1 mm2) integrated 

circuit (IC) and an antenna to support a wireless communication 

link. Regardless a vendor, ICs support the standardized 

communication channel. The antenna harvests electromagnetic 

energy sent by the reader and rectifies it partially to power the 

IC, which modulates the backscattered signal. The modulated 

reflection from the antenna holds the information about the tag. 

Typically, it is a static 96-bit number which, in a case of more 

advanced architectures, can be supplemented with additional 

information, e.g., local temperature, humidity and several 

others [32]. To provide these extra functionalities, a sensing 

element is required, elevating the cost and complexity of the 

design. Here we will concentrate on a static-number low-cost 

tag and adapt it to perform certain sensing operations. Our 

approach is to allow antenna characteristics to change upon 

interaction with pests. Then, the degradation of the antenna 

performance will impact the interrogation range, virtually 

making the long-range tag invisible. Another strategy can be a 

monitoring of the dropping in time (upon interaction with pests) 

received signal intensity, until the tag becomes unreadable. 

Antenna elements are typically made of metals, capable to 

pick up free-space electromagnetic waves and transform them 

into conduction currents. However, metals are resistant to 

environmental changes and are not attractive for pests. Another 

important parameter governing the antenna performance is the 

substrate on which a metal structure is deposited. Substrates 

have dielectric responses, affecting the antenna impedance. 

Relying on the above, we will investigate RFID tag 

performances governed by (i) a damaged electromagnetic 

substrate and (ii) a damaged metal conductor. In practice, the 

damage will be associated with tag-pest interactions, promoted 

by introducing sugar into (i) the substrate material and/or (ii) 

conducting nanostructured bridges.  

 

B. Dielectric Properties of Caramel 

Prior to the electromagnetic design, we tested the dielectric 

properties of possible substrates. We explored caramel 

substrates fabricated by filling a mold with melted sugar. The 

electromagnetic properties (permittivity, ε) of these substrates 

were extracted with the hot-probe method, using an Agilent-

85070E dielectric measurement kit. For precise system 

calibration and measurement control, in addition to the 

calibration kit (open, short, distilled water), a set of dielectric 

samples with known permittivity, including sugar powder, was 

used. The measurements were carried out for three caramel 

cylinders, each 6 cm in diameter and 2 cm in height. For every 

cylinder, we made five independent measurements in a narrow 

frequency band of 700-1200 MHz. At 900 MHz, the averaged 

permittivity was ~2.4 with the dielectric loss tangent  ~0.04. 

We used this parameter for the design. Caramel properties were 

not retrieved in the past (at least we didn’t find any reference 

for it), however, sugar was considered [42]. Sugar powder has 

lower density, and its permittivity is smaller. 

 

C. Design and Optimization 

We performed numerical modeling in CST Microwave 

Studio to estimate the performances of our RFID-on-caramel 

tags. We investigated three configurations with a standard 

widely employed dipole-like antenna architecture on different 

substrates, namely: (i) an FR-4 substrate, (ii) an FR-4 substrate 

partly replaced with caramel, and (iii) a full caramel substrate 

(see Fig. 1a). The layout of the antenna allows to obtain an 

impedance matching quite straightforwardly. The geometrical 

parameters of the designed tags were obtained with a parametric 

optimization (dipolar resonance and impedance matching) and 

are shown in Table 1. All three tags were dipole metallic 

(copper with losses) antennas with a T-shaped impedance 

matching element [43]. A 4.7 pF capacitor was plugged into 

each T-element to match the impedance to a commercial RFID 

Fig. 1. Long-range interrogation of an edible RFID tag for pest 

monitoring. While an undamaged tag responds from a distance, a tag 

consumed by pests becomes unreadable. To enhance the detection 

reliability, an indestructible reference tag could be used to improve 

the reliability.  
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chip (Impinj Monza R6, datasheet impedance 𝑍 = 14.1 −
𝑗148.6 Ω). The metal strips were 19 µm thick. Instead of the 

additional lumped element in the T-match loop, the matching 

can be obtained by adjusting the length of the dipole and T-

shaped element, which is more intentional and effective. Even 

though, keeping an additional degree of freedom might be used 

to compensate for probable fabrication imperfections. 

 

TABLE I 

GEOMETRICAL PARAMETERS OF THE RFID TAGS 

Tag № 
L1, 

mm 

L2, 

mm 

L3, 

mm 

L4, 

mm 

w, 

mm 

Substrate 
thickness, 

mm 

(i) Reference 

tag 
115 20 7 - 3 1.6 

(ii) Caramel 

bridge tag 
115 20 7 20 3 1.6 

(iii) Caramel 

substrate tag 
120 20 7.5 - 3 1.5 

 

To demonstrate the matching conditions, we performed the 

following numerical analysis. A numerical port with 𝑍 =
14.1 − 𝑗148.6 Ω impedance was plugged in the gap of the tag 

antenna, and the complex reflection (S11 parameter) spectra 

were calculated. For the port impedance at the resonance, we 

used the value from the IC datasheet. Figure 2d demonstrates 

the numerically calculated |S11| spectra for three different 

realizations. Note that the antenna parameters (L1,2,3,4) were 

optimized to provide matching within the RFID frequency band 

(here, 910 MHz was chosen).  

After straightforward numerical optimization, all three 

realizations demonstrate excellent impedance matching with 

IC, nevertheless here is only a minor difference in geometrical 

parameters. Apart from the matching characteristics, there is a 

set of additional parameters that define the tag-reader 

communication channel. 

To make a complete assessment, we calculated the realized 

gain, bandwidth, and estimated reading range for all three tags. 

The results are summarized in Table 2. The maximum reading 

range of the tags was calculated with the Friis model [44], [45]: 

 

                            𝐿𝑚𝑎𝑥 =
𝜆

4𝜋
√

𝑃𝑡𝐺𝑇𝑅𝐺𝑡

𝑃𝑐ℎ
 ,                                             (1) 

 

where 𝑃𝑡 is the power transmitted by the reader, 𝐺𝑇𝑅 is the gain 

of the reader Tx/Rx antenna, 𝐺𝑡 is the realized gain of the tag’s 

antenna, 𝑃𝑐ℎ  is the IC’s sensitivity, and 𝜆 is the operating 

wavelength.  

 

 

 
Fig. 2. Numerical assessment of the RFID tags’ matching. Layouts of 

(a) tag on FR-4 dielectric substrate. (b) Tag on FR-4 substrate with a 

caramel bridge. (c) Tag on a caramel substrate. Systems’ parameters 

are provided in Table 1. (d) The numerically calculated |S11| spectra of 

the RFID tags. 

 

TABLE II 

PARAMETERS OF THE RFID SYSTEM FOR LINK 

BUDGET CALCULATIONS 

Tag № 𝑃𝑡 𝐺𝑇𝑅 𝑃𝑐ℎ 𝐺𝑡 𝐿𝑚𝑎𝑥 

(i) Reference 

tag 

0.5 W 

(27 dBm) 

5 

(7 dBi) 
-20 dBm 

1.61 

(2.10 dB) 
15.9 m 

(ii) Caramel 

bridge tag 

0.5 W 

(27 dBm) 

5 

(7 dBi) 
-20 dBm 

1.62 

(2.06 dB) 
16 m 

(iii) Caramel 

substrate tag 

0.5 W 

(27 dBm) 

5 

(7 dBi) 
-20 dBm 

1.54 

(1.88 dB) 
15.6 m 

 

D. Tag’s Performance Degradation – Numerical Estimate 

To estimate the impact of tags’ reading range degradation 

resulting from insects chewing the caramel, we performed a set 

of numerical assessments. Figure 3a shows the calculated |S11| 

spectra for the ‘caramel bridge’ layout in two cases: tag is (i) 

undamaged and (ii) chewed-up. If the caramel substrate is 

removed, the conductive metal will collapse and dramatically 

affect the tag’s performance, violating the impedance matching 

conditions in the relevant frequency range of 902-926 MHz. In 

this numerical example, to imitate the possible destruction, we 

removed from the structure a circular hole with a radius equal 

to the strip width. Figure 3b shows how impedance matching 
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degrades as a caramel-substrate RFID tag is gradually 

destroyed (chewed). Here, we removed a set of circles with 

centers randomly distributed on the tag substrate. We 

investigated one realization of this type. While the conductive 

part of the antenna is intact, the tag’s performance remains quite 

reasonable (see the realized gain parameter on insets 3-4 in Fig. 

3b). The tag becomes mismatched only when the antenna is 

broken apart (inset 5). Antenna’s realized gain appear in insets 

to Fig. 3, demonstrating the drop with the tag consumption.   

The interrogation strategy can be several-fold, including a 

threshold approach or a continuous monitoring of the received 

signal strength. In the first case, the reader is placed at a range, 

which can be adjusted in a way that after certain damage the tag 

becomes unherdable. Advanced readers provide information on 

the received signal strength, which may be correlated with the 

tag’s damage parameters after a set of statistical studies. In both 

cases, a standard non-consumable tag can be used as a 

reference, elevating the detection reliability. It is worth noting 

that pathloss in the communication channel depends on weather 

conditions and can be factored out given a reference. 

  
Fig. 4. (a) The fabrication process of RFID-on-caramel tag. (b) 

Schematic of a vacuum chamber metallization process: an inert gas 

plasma is accelerated on a gold target under high electric voltage, and 

a shadow mask is used to selectively deposit the metal. 

 

III. TAGS FABRICATION 

A. Tag on a Caramel Substrate 

To fabricate substrates, we melted ordinary refined sugar on 

a heating plate and poured it into a mold, creating a 1.5 mm 

thick caramel layer (see Fig. 4a). The caramel substrate was 

dried in vacuum until a solid layer appeared. Crystallized sugar 

also appeared on the caramel surface when the water content 

was degassed. The next step is antenna deposition. While any 

low-cost metal can be used, we deposited a gold layer using the 

available equipment, a Penta magnetron. To create the desired 

metal shape, a shadow mask was made from a Kapton tape [46]. 

At this stage, the RFID IC and matching capacitor were 

soldered manually into the central gaps. Then, the substrate was 

placed into the sputtering vacuum chamber, and gold was 

deposited under 200 kV acceleration potential in inert gas 

plasma. We deposited a 1000 nm-thick Au film in three separate 

steps to prevent samples from overheating. Figure 4b shows a 

schematic illustration of the sputtering process. 

B. Tag with a Caramel Bridge 

While this fabrication method for a tag on a caramel substrate 

is well suited for proof-of-concept, it is rather complex and 

expensive for mass production. The numerical results prove that 

a small caramel bridge leads to almost the same performance of 

the tags. Furthermore, this layout will be more sensitive to pest 

appearance, as the caramel volume is reduced. Figure 5 shows 

Fig. 3. |S11| spectra for: (a) tag with a caramel bridge: the chewed 

(green line) and undamaged ones (red line), (b) caramel substrate tag. 

Insets: scheme of the damaged and undamaged tags with 

correspoding realized gain at 910 MHz. Colored lines correspond to 

the different levels of tag destruction shown in the inset. 
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the fabrication process for an RFID tag with a caramel bridge. 

 
Fig. 5.  Fabrication of a RFID tag with a caramel bridge. A MXene-

based conductive strip is placed on a caramel spot. (a) MXene colloidal 

solution. (b-c) MXene impregnated thin paper. (d-e) RFID tag with a 

caramel spot before and after the addition of a conductive MXene 

layer. 

 

A thin conductive strip placed on top of a caramel spot 

connects two parts of a standard printed antenna. In this case, 

when the caramel is consumed, the conductive bridge will be 

broken, leading to a significant drop of the received signal from 

the tag. 

In principle, any conductive material can be used as a bridge 

on the caramel surface to supports RF current for antenna 

performance. The form factor of the caramel and the conductive 

part can be tuned per application, e.g., to match a certain pest 

population. Here we chose Ti3C2Tz MXene as a conductor due 

to its very high conductivity (up to 10000 S/cm). In the last few 

years, this material platform has gained a great attention and 

demonstrated unique capabilities in many fields, including 

wireless communication devices [47]. MXene is considered 

safe, non-toxic and biocompatible, making it suitable for 

various applications [48]. The conductive strip was fabricated 

by leaving thin paper to soak in a colloidal solution of MXene 

at a concentration of 11 g/l (Fig. 5b). The MXene strip is 20 mm 

length, 3.5 mm width, and ~ 50 𝜇𝑚 thickness. The next two 

paragraphs describe the synthesis process of the MXene [49]. 

C. Synthesis of Ti3AlC2 MAX precursor 

The Ti3AlC2 powders were synthesized by mixing aluminium 

(Alfa Aesar, 99.5%, 325 mesh), titanium (Alfa Aesar, 99.5%, 

325 mesh), and titanium carbide (Alfa Aesar, 99.5% 2 microns) 

powders in the following molar ratios: 1.15:1:2. The powders 

were mixed in a tumbler mixer at low rpm for 12 h before 

heating to 1450 °C for 3 h under flowing Ar. The partially 

sintered block was ground to a fine powder and filtered through 

a 400 mesh (38 µm) sieve, yielding particles with sizes ranging 

from 10 to 30 m. 

D. Synthesis of Ti3C2Tz MXene  

The Ti3AlC2 powder was etched in an HCl and LiF solution. 

First, 1 g of LiF (Alfa Aesar, 99.5%, 325 mesh) powder was 

dissolved in 10 mL of 12 M HCl (Fisher Scientific). Later, 1 g 

of the Ti3AlC2 powder was gradually added to the LiF-HCl 

solution and stirred for 24 h at 35°C. The obtained mixture was 

transferred into a 50 mL centrifuge vial for decantation of the 

acidic supernatant, and type I deionized (DI) water was added 

to fill the remaining volume. It was then centrifuged at 2300 

RCF for 2 minutes, and the clear supernatant was removed. The 

washing procedure was repeated several times until the pH of 

the solution became higher than 6. At this point, DI water was 

added to the Ti3C2Tz "clay," and the mixture was sonicated for 

1 h under bubbling Ar. The bath temperature was kept at around 

10°C, using ice to avoid oxidation. After centrifuging the 

solution for 1 h at 4700 RCF, the supernatant was pipetted off 

and sealed under Ar for storage before use. MXene with flake 

sizes in the range of 0.5-2 µm was obtained. 

 

IV. EXPERIMENTAL DEMONSTRATION 

After the design and manufacturing stages, we 

experimentally verified the concept. The experiment included 

three main steps: (i) measuring the maximum reading ranges for 

all the manufactured tags, (ii) leaving the tags to interact with 

insects outdoors, and (iii) re-measuring the reading range of all 

the tags. The tag’s interrogation was performed with a 

commercial reader device model AS3992 LEO (a photograph 

of the experimental layout is shown in Fig. 6a). We also used a 

custom-made Yagi-Uda device (four directors) matched in the 

890-930 MHz frequency range as a reader’s antenna (see the 

inset in Fig. 6a). The antenna’s gain is 7 dBi at 910 MHz. The 

transmitted power (𝑃𝑡) was set to 27 dBm, which does not 

exceed 4 W of the Equivalent radiated power according to the 

international regulations for UHF RFID band.  

To measure the maximal reading range tags were placed in 

the reader antenna’s E-plane at a short cm-scale distance and 

carefully moved away until the received signal amplitude 

dropped below the reader's sensitivity. The reading count was 

updated every 5 seconds and the communication was 

considered successful if the tag was read at least 10 times within 

the specified time interval. It is worth noting that the maximal 

reading range depends on weather conditions and can drop with 

humidity increase, rain, etc. Consequently, assessing the 

caramel tag operation vs a reference and monitoring the 

received signal intensities at an intermediate reading is a 

preferable operation mode in future possible applications, 

which are better to consider warehouses scenarios with 

controllable environment. Furthermore, it is worth noting that 

sugar might accelerate pest activity. Thus, a potential use case 

can consider monitoring goods, which are themselves a subject 

to attraction, i.e., the tag does not provide a source for extra-

lure.  

As for any dipole-like RFID tag, the reading efficiency 

depends on the mutual polarization alignment between the 

reader the tag antennas. To compensate for the probable 

polarization mismatch in the azimuthal plane, a reader antenna 

with circular polarization might be used. 

The tags were then distributed throughout the university 

campus, and interactions were recorded using a portable video 

camera. The experiment was carried out in Israel, where the 

warm climate encourages insect activity and allows for real-

time observation of sugar-pest interactions. Ants, bugs, and 

cockroaches found the tags quite quickly and began to consume 

the caramel (see the second panel in Fig. 6c). After one hour, 

the sensitive MXene part of the tag was completely eaten away, 

while the tag on a caramel substrate was chewed up, and a 
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significant part of the metallization was destroyed. Worth 

noting that an accurate mapping of insects’ activities requires 

implementing entomology-relevant protocols, e.g., [50].  

 

After that, the maximum reading ranges of all the tags were 

re-measured. Figure 6b shows the bar diagrams of the maximal 

reading distance for all three tags before (blue) and after (red) 

they were chewed by insects. Following the obtained results, 

after the caramel bridge tag was chewed, its reading range 

decreased from 10.5 to 0.5 meters. The caramel substrate tag 

became unreadable due to the almost completely damaged 

antenna, while its initial reading range was 12.7 meters. The 

reading range of the reference tag obviously did not change 

within a small measurement error. 

It is worth mentioning that the caramel tag lifetime strongly 

depends on the conditions. In indoor scenarios with low 

humidity and without interacting with insects, the tag is stable 

for months over the entire observation cycle. While the 

substrate properties might be affected by water absorption and 

oxidation, the antenna resonance is rather wide, mitigating the 

changes. Outdoors, given insects activity, it is naturally 

recycled within 1 day. Thus, apart from its clear sensorics 

advantages, the caramel tag concept becomes highly 

environmental. E.g., being used for labeling in a warehouse, it 

is naturally recycled outdoors with a day-scale timeline almost 

without leaving leftovers.  

 

V. CONCLUSION 

The concept of an edible RFID tag for pest monitoring has 

been developed and demonstrated in several configurations. 

The key approach is adding sugar-containing elements to the 

antenna design, making this wireless device prone to 

environmental-dependent degradation. In particular, caramel 

inclusions were introduced within an RFID antenna as substrate 

elements, making the tag a target for insects. We have 

demonstrated two main architectures, in which (i) the entire tag 

is located on a caramel substrate and (ii) two parts of the tag are 

connected by a caramel bridge with a conductor. Both 

configurations proved to be efficient for pest monitoring. While 

the first realization led to a complete violation of wireless 

communication with the tag, the second case exhibited a 

significant drop in the interrogation range. Several fabrication 

strategies have been presented, including metal sputtering and 

colloidal deposition of an MXene strip. The later approach also 

provides a future opportunity of developing a flexible and low-

cost sensor platform, which is essential for assessing future 

RFID applications, which, however, require a set of additional 

performance checkups. The reliability of the detection method 

can be improved by introducing a reference (uneatable) tag, 

which serves as a reference bit. Apart from pest monitoring, 

creating electromagnetic devices on eco-friendly platforms 

contributes to the general endeavor to promote green 

technologies with biodegradable components. This concept is 

vital for cheap consumable devices that are mass produced and 

can lead to waste generation. In this case, recycling becomes a 

critical issue, and its costs might exceed the manufacturing 

costs.  
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